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Afik P.I.A. Ltd.
Protection by Intelligence Activity

A FIK is an intelligence security consulting firm 
which was established out of a vision and 
concern for the security of the global busi-

ness community in this time of heightened attention 
to the impact of threats on everyday activities.
AFIK is a Hebrew word meaning “route.” Thus, AFIK 
represents a way, a new way if you will, of intel-
ligence planning for your protection.
CEO and founder of AFIK held the rank of 
Lieutenant Colonel in I.S.A. (Israel Security Agency 
“Shabak”), the Israeli government counter-intelli-
gence and internal security service. He has more 
than 20 years’ experience in the management of 
many operational defence and attack mechanisms, 
including the establishment and management of 
training systems still in use by I.S.A. 

Main Products Offer
Operational Activities

Management and operate business intelli-•	
gence operations
Target market: Large companies and corpora-
tions, banks, authority’s financial enforcement, 
business people, victims of hostile fraud.
Character: Collecting intelligence field informa-
tion includes using local tools; The action is by 
team of two field operatives within 1-2 weeks.
Management and carry out of undercover •	
protection operations
Target market: Business people, diamond sales-
men, men of interest.
Overview: Staff of two undercover field opera-
tives along and without with the security team.

Managing and performance of attack exercises•	
Target market: Security systems for V.I.P and 
sites; including checking data security.
Overview: 3-4 days of undercover attack exercise 
that will be a tool for risk assessment and training.

Courses
Surveillance training•	
Target market: Secret services and law enforcement, 
field intelligence units, and private investigator.
1-3 weeks: Assimilation, undercover observation 
static spots, personal surveillance methods, car 
and motorcycle surveillance.
Coping with intelligent attack•	
Target market: Site security systems and V.I.P 
security systems
In course: 2-4 days courses include: analysis of 
area from the perspective of opponent, under-
cover exercise, undercover attack on targets.
Under Cover Protection – U.C.P•	
Target market: Site security units and V.I.P secu-
rity special units
1-3 weeks course include: Training in clandestine 
field work, training undercover static positions, 
planning the undercover circles of protection, 
and training on site exercises.


